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SUMMARY OF PROJECT: Humberside fire and rescue service collect prevention and protection data. We 
collect this from members of the public when they ask for our services. Data is also collected during the service 
and when we give safety advice and equipment. The system is split over 3 parts: risk, prevention and protection. 
Services are linked to each one 
 
Prevention: 

• Safe and well visits 
• Reducing arson 
• Vulnerable adult visits 
• Children playing with fire 
• Advice/engagement and talks  

Information is collected about the individual risks of the occupier and lifestyle choices related to fire 
prevention e.g., smoker status and limited mobility.  

Protection: 
• Building inspections 
• Fire safety audits 
• Building regulations 
• Prohibitions 
• Enforcements 
• Consultations  

Information about how commercial buildings are performing against fire protection regulations is collected.  
Operational risk: 

• Firefighter risk inspections 
• Heritage risk inspection 
• Environmental risk inspections 

Information about risks found in domestic and commercial buildings is collected.  
 
This allows us to assess the individual for risk and then mitigate the risk helping us to keep individuals safe from 
fire. This work also allows us to keep our staff safe by collating known risks in premises.  
Assurances:  

• Only staff with permission are given access to the system with their own log ins. Staff will have different 
types of access depending on their role. 

• Privacy Notices are published on the website. These tell people what information is being collected and 
why. 

• Data will only be shared with partners included in our data sharing agreement. 
• Staff must complete data protection training. We thoroughly investigate any breaches and create an action 

plan to prevent future occurrences. 
• Encryption is used on all mobile devices. ICT can remotely ‘wipe’ device contents if the device is reported 

as lost. 
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