Freedom of Information - Humberside Fire and Rescue Service 
2025/26 121 – CAD, ICCS & Rostering Systems 
 
The request is:
SECTION A – Contract & Commercial Information (Priority 1)
For each of the following systems, please provide the information requested below separately for CAD, ICCS, and Rostering where applicable.
A1. Supplier & Contract Details
1. Name of current supplier(s)
1. Contract reference number (if held)
1. Contract start date
1. Initial contract end date
1. Extension options available (duration and number)
1. Whether any extensions have been exercised and revised end date
1. Total contract value (including any exercised extensions)
1. Annual contract value
1. Pricing model used (e.g. per-seat, per-control room position, per-appliance, enterprise licence)
A2. Scope of Services Included
Please confirm whether the contract includes the following elements:
Software & Support
1. Core software licence
1. 1st / 2nd / 3rd line support (and support hours)
1. Hosting or infrastructure provision
1. Software upgrades and release management
1. Contractual uptime or availability targets
Hosting Model
1. SaaS / cloud hosted
1. Private cloud
1. On-premise
1. Hybrid
Interfaces & Integrations
1. Interfaces between CAD and ICCS
1. Interfaces with mobilising, mapping, AVL, or other operational systems
1. Any third-party integration tools or middleware
SECTION B – Contract Performance & Service Management (Priority 2)
Where held, please provide:
1. Contractual service level indicators (SLAs / KPIs)
1. Any documented performance reporting or review outputs from the last 24 months
1. Whether any service credits, penalties, or formal escalations have been applied
SECTION C – Procurement & Contractual Documentation (Priority 3)
For the procurement leading to the current contract(s):
1. Procurement route used (Open, Framework, Direct Award, Further Competition)
1. If via framework: framework name, lot number and call-off reference
1. Copies of:
o   Signed contract (including schedules)
o   Any material contract variations or extensions
o   Any change control notices relating to scope or cost (where held)
Redactions are acceptable where commercially sensitive.
SECTION D – Renewal, Strategy & Market Engagement (Priority 4)
Where information is held, please confirm:
1. Whether there is an intention to re-procure, extend, or replace:
o   CAD
o   ICCS
o   Rostering
1. Indicative timescales for any planned market engagement
1. Whether any soft-market testing, PIN notices, or supplier briefings have been conducted or are planned
SECTION E – Organisational Context (Priority 5)
For context only:
1. Number of control rooms operated
1. Approximate number of ICCS operator positions
1. Approximate number of operational staff covered by the rostering system

The response is:
 SECTION A – Contract & Commercial Information (Priority 1)
For each of the following systems, please provide the information requested below separately for CAD, ICCS, and Rostering where applicable.
A1. Supplier & Contract Details
1. Name of current supplier(s) -  
CAD&ICCS – SSS Public Safety Systems
Rota System – FireServiceRota B.V
1. Contract reference number (if held) 
This information can be found on our Contracts Register on our website here
1. Contract start date 
This information can be found on our Contracts Register on our website here
1. Initial contract end date
This information can be found on our Contracts Register on our website here
1. Extension options available (duration and number) 
Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.  
1. Whether any extensions have been exercised and revised end date 
1. Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.  
1. Total contract value (including any exercised extensions) 
1. Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.  
1. Annual contract value 
This information can be found on our Contracts Register on our website here
1. Pricing model used (e.g. per-seat, per-control room position, per-appliance, enterprise licence)  
1. Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.  
A2. Scope of Services Included
Please confirm whether the contract includes the following elements:
Software & Support
1. Core software licence
Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.  
1. 1st / 2nd / 3rd line support (and support hours) 
1. Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.  
1. Hosting or infrastructure provision  
Unfortunately, we are unable to provide this information as it is exempt under Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response. 
1. Software upgrades and release management 
Unfortunately, we are unable to provide this information as it is exempt under Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response. 
1. Contractual uptime or availability targets 
Unfortunately, we are unable to provide this information as it is exempt under Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response.
Hosting Model
1. SaaS / cloud hosted 
1. Private cloud 
1. On-premise 
1. Hybrid

Unfortunately, we are unable to provide this information as it is exempt under Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response.
Interfaces & Integrations
1. Interfaces between CAD and ICCS 
1. Interfaces with mobilising, mapping, AVL, or other operational systems 
1. Any third-party integration tools or middleware 

Unfortunately, we are unable to provide this information as it is exempt under Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response.
SECTION B – Contract Performance & Service Management (Priority 2)
Where held, please provide: - 
Contractual service level indicators (SLAs / KPIs) –.
1. Any documented performance reporting or review outputs from the last 24 months 
1. Whether any service credits, penalties, or formal escalations have been applied 

Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence, Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response.
SECTION C – Procurement & Contractual Documentation (Priority 3)
For the procurement leading to the current contract(s):
1. Procurement route used (Open, Framework, Direct Award, Further Competition) 
1. If via framework: framework name, lot number and call-off reference 
1. Copies of:
2. Signed contract (including schedules) 
2. Any material contract variations or extensions 
2. Any change control notices relating to scope or cost (where held) 

Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence, Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response.
SECTION D – Renewal, Strategy & Market Engagement (Priority 4)
Where information is held, please confirm:
1. Whether there is an intention to re-procure, extend, or replace:
0. CAD 
0. ICCS 
0. Rostering 
1. Indicative timescales for any planned market engagement 
1. Whether any soft-market testing, PIN notices, or supplier briefings have been conducted or are planned 

Unfortunately, we are unable to provide this information as it is exempt under Section 43(2) Commercial Interests and Section 41 Information Provided in Confidence. Further detail on these exemptions can be found at the end of our response.
SECTION E – Organisational Context (Priority 5)
For context only:
1. Number of control rooms operated 
1. Approximate number of ICCS operator positions 
1. Approximate number of operational staff covered by the rostering system 

Unfortunately, we are unable to provide this information as it is exempt under Section 24(1) National Security, Section 31(1) Law Enforcement, and Section 38(1) Health and Safety. Further detail on these exemptions can be found at the end of our response. 

Exemptions Applied
Section 43(2), Section 31(1), and 38(1) are prejudice (harm) based exemptions, Section 41,  and 24(1) require a public interest test.

Section 43(2) Commercial Interests
Prejudice (Harm)
Disclosure of this information would be likely to prejudice the supplier’s ability to negotiate effectively and operate in a competitive market as this could allow competitors to gain an unfair advantage. Disclosure would also be likely to prejudice Humberside Fire and Rescue Service’s commercial interests as this could harm relationships with suppliers or partners.
Public Interest Test
Factors favouring disclosure – There is a legitimate public interest in how public funding is being spent and that as a public service that we are receiving value for money in terms of our suppliers. 
Factors favouring non-disclosure – Disclosing this information would prejudice Humberside Fire and Rescue service’s relationships with suppliers or partners and therefore prejudicing our ability to receive better value for money in terms of our suppliers. 
Balance Test
It is not in the public interest to disclose this information as it would be likely to prejudice our commercial interests and the commercial interests of the supplier, therefore prejudicing ours and other public services ability to receive better value for money. 

Section 41 Information Provided in Confidence
Public Interest Test
Factors favouring disclosure – There is a legitimate public interest in how public funding is being spent and that as a public service that we are receiving value for money in terms of our suppliers. 
Factors favouring non-disclosure – Disclosing this information would prejudice Humberside Fire and Rescue service’s relationships with suppliers or partners and therefore prejudicing our ability to receive better value for money in terms of our suppliers. 
Balancing Test
It is not in the public interest to disclose this information as it would be likely to harm ours and other public services ability to receive better value for money. 

24(1) National Security
Public Interest Test
Factors favouring disclosure – there is a legitimate public interest that Humberside Fire and Rescue have appropriate arrangements and systems in place to support effective service delivery. 
Factors favouring non-disclosure – Disclosing this information will invite those with malicious intent to disrupt or exploit our systems therefore endangering both staff and the public. 
Balancing Test
It is not in the public interest to disclose this information as it would be likely to invite individuals with malicious intent to disrupt Humberside Fire and Rescue Service’s service delivery and endanger both staff and the public. 

Section 31(1) Law Enforcement
Prejudice (Harm)
Disclosing this information would be likely to prejudice (harm) the prevention and detection of crime as it would allow someone with malicious intent to disrupt our systems and therefore disrupt ongoing operations that would allow us to detect and prevent crime. 
Public Interest Test
Factors favouring disclosure – There is a legitimate public interest that Humberside Fire and Rescue Service have strong and effective systems and controls in place to ensure that operations are carried out effectively. 
Factors favouring non-disclosure – Disclosing this information will invite those with malicious intent to disrupt or exploit our systems, therefore disrupting our operations.
Balancing Test
It is not in the public interest to disclose this information as it would be likely to invite individuals with malicious intent to disrupt our ongoing operations and therefore disrupting our capabilities to detect and prevent crime. 

Section 38(1) Health and Safety
Prejudice (Harm)
Disclosing this information would be likely to invite someone with malicious intent to disrupt our systems and operations, therefore endangering the safety of members of the public and our staff.
Public Interest Test
Factors favouring disclosure – There is a legitimate public interest that Humberside Fire and Rescue Service have strong and effective systems and controls in place to support effective service delivery. 
Factors favouring non-disclosure – Disclosing this information will invite those with malicious intent to disrupt or exploit our systems, therefore disrupting our operations and putting the public and our staff at risk of danger.
Balancing Test
It is not in the public interest to disclose this information as it would be likely to invite individuals with malicious intent to exploit our systems and disrupt our operations, therefore putting the public and our staff at risk of danger. 

If you are unhappy with the handling of your request, you have the right to ask for an internal review. A request for an internal review should be made within 40 working days of the date of this email. If you are not happy with the outcome of the internal review, you have the right to apply direct to the Information Commissioner at www.ico.org.uk/foicomplaints. The postal address is: Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire SK9 5AF.

